
Two-Factor Authentication (2FA) for GoldLink 

 

 On April 28th, ETSU will be implementing Two-Factor Authentication (2FA) for GoldLink and 
Administrative Systems for faculty and staff.  Users will need to use their ETSU username and password, 
and then complete the Two-Factor Authentication steps using the personal phone number or email 
address on file within the Banner Employee Dashboard/Self Service section under “Employee” in order 
to access the following systems: GoldLink, Banner Self Service, Banner 8 INB, Banner 9 Admin Pages, 
eBucs, Curriculog, Degree Works, ePrint, Dynamic Forms, Handshake, Innosoft Fusion, Preferred Name 
Request, TargetX, DesignConductor, BDM and BDMSecurity, and TRS. 

 All faculty and staff are encouraged to review the information on file and make sure it is 
accurate before April 28th.  If you have any questions or concerns with the process, or need to update 
the phone number or email address on file, please reference the ITS detailed Two-Factor Authentication 
guide.   

 

 

 

For dissemination: 

 ETSU Monday Newsletter – Weekly – emails@etsu.edu  
  Starting: 20-April-2020 
  Ending:  27-April-2020 
  Audience: Faculty/Staff 

 

 Slack Notification 
  Starting: 24-April-2020 
  Reminder: 27-April-2020 
  Audience: ITS Employees 
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